
 

MonSoteria SOC Service 

Active Monitoring is vital for your cybersecurity 
The cost of a successful breach is directly proportion to the time it takes to detect it. 
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“We made a 
quantum jump in 

our SOC 
capabilities thanks 

to MonSoteria!” 
 

- CIO, Major Corporation  

99% of major breaches were not 
detected by organizations being 

hacked! 
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The reason why monitoring as it 
is currently practiced gives so 
poor results is that it sets up a 
monitoring system without fully 
understanding the underlying 
business processes that are 
being monitored. 

Trying to make monitoring successful 
only on the basis of technical tools 
sets you up for failure. Instead there 
has to be a conscious effort to set up 
monitoring parameters tied to the 
logic of the underlying processes.  

Understanding Active Monitoring 

 A key idea in the field of monitoring is 
the concept of “Active Monitoring”. 
This refers to the notion of focusing 
monitoring effort on “Crown Jewels” 
and doing it in a manner that allows it 
to be done without too many false 
positives. 
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This is accomplished by simplifying 
processes around the crown jewels so 
that anomalies can be detected 
while false positives are kept to a 
minimum. Another key aspect is that 
Crown Jewels are isolated so that 
white lists can be imposed on access 
and processes that happen there. 

MonSoteria SOC practice can help 
you set up your SOC or augment it. 
We can help assure you of better 
results from your SOC investment 
dollars by making sure that your 
Crown Jewels are Actively Monitored. 

MonSoteria Cyber Security Solutions LLC 
http://monsoteria.com 
Call now: 1-877-494-7133 
 


