
 

MonSoteria Training Practice 

Ignore human vulnerabilities at your own peril! 
Human vulnerability exploits are a major factor in most cybersecurity breaches. 
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“MonSoteria 
helped us ramp up 

our cybersecurity 
training in a 

measurable way!” 
 

- CIO, Major Infrastructure 
facility  

Human vulnerabilities can defeat even 
the most well designed cybersecurity 
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Cybersecurity is not just about 
technology; humans are also a 
vital component.  

The challenge with cybersecurity 
training is to make sure it is effective 
by measuring progress and 
remediating deficiencies. This is why 
actual classroom or computer-based 
training is only one leg of an effective 
training program. The other legs are: 
assessment and remediation. This 
means that what happens after the 
class is completed is as important as 
the training itself.  

MonSoteria provides a robust 
program that keeps track of every 
trainee and his or her assessment 
results. Assessments can be done 
immediately after the class or at 
periodic intervals, and assessments 
can be done as normal question-
answer tests or they can be done in 
terms of actual phishing or social 
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engineering mocks or some 
combination. Trainees that do not 
make the grade in the assessment are 
then required to do remediation 
training till the required level of 
proficiency is achieved. 

Training types 

General training can be provided to 
business users. More focused training 
can be provided to those accessing 
Crown Jewels, including business 
users, IT staff and IT admin. MonSoteria 
can design a training practice 
customized to your needs. 

MonSoteria Cyber Security Solutions LLC 
http://monsoteria.com 
Call now: 1-877-494-7133 


